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Overview 
 
This course provides students with a basic framework for understanding the structure and practice of 
US national security policy.  We open by discussing the social, political and intellectual trends that 
drove the development of national security policy from the founding of the Republic to the current 
day.  We then focus on the modern period, examining policy and institutional developments during 
the Cold War and the post 9-11 environments.  We conclude with a discussion of major security 
challenges facing the United States in the 21st century.   
 
The course employs lecture, scholarly writings, primary source documents, classroom exercises and 
discussion, and film.  Upon completion, students should be able to identify key actors, institutions, 
and historical trends that continue to shape US national security policy. 
 
Learning Objectives 
 

1. Understand the security challenges facing the nation at the time of its founding. 
2. Describe the role of the United States in fashioning the post WWII order. 
3. Understand the principles of polarity, deterrence, containment and other strategic concepts 

that characterized the US approach to the Cold War. 
4. Describe what changed, and what continued in US security policy with the collapse of the 

Soviet Union. 
5. Characterize the new American approach to the world in the wake of Sept. 11, 2001. 
6. Understand the roles of the Federal braches in national security policy as outlined in the 

Constitution. 
7. Explain the role of the National Security Council/Staff in presidential administrations. 
8. Identify the major Executive branch departments involved in formulating national security 

policy. 
9. Describe the major issues facing US security policy towards Russia, China and other major 

powers. 
10. Understand the challenges facing US policy regarding nuclear non-proliferation. 
11. Describe US counter-terrorism policy in the post-bin Ladin era. 
12. Explain the extent to which computer network security plays a role in US national security. 

 
Class Requirements (% of total grade) 
 
This class consists primarily of lecture with substantial time set-aside for in-class discussion of the 
readings.  In addition to the assigned readings, students are expected to maintain awareness of 
major international developments by reading a domestic news source such as the Washington Post 
and a reputable foreign news source such as the BBC or Deutsche Welle on-line.  Students are 
encouraged to invest in a decent world atlas in order to familiarize themselves with the location and 
geography of major global activities. 
 
Attendance: Per University policy, absence from the first class meeting and/or several unexplained 
absences or an accumulation of absences might result in failure of the course. Individual professors 
may reflect a student's absence in the final course grade or by requiring additional course 
assignments before assigning the final grade.  
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Instructional Continuity:  In the event that a regularly scheduled class does not meet due to 
unscheduled university closing, we will continue instruction using Webinar technology.  
 
Class Deliverables 
 
Written Work:  There are four graded assignments.  Additional details on expectations for these 
assignments will be provided in class. 
 
▪ Reflection Paper:  Drawing upon our initial class discussion and the assigned Rothkopf reading 

for the week, prepare a 3-page paper comparing the challenges facing the new American 
Republic and the Washington administration vs. those of the Truman administration after World 
War II.  Would it be possible for the United States to assume a global role without violating its 
founding principles?  This paper is due WEEK 2.. (paper = 15% of grade). 
 

▪ Analysis Paper:  One 5-page analysis of a selected reading, followed by an in-class 
presentation and discussion of your findings.  This paper is due WEEK 5; on this date in-class 
presentations begin, at the rate of 1-2 per class, for the remainder of the term.  The paper and 
the presentation will be graded as one combined assignment. (paper + briefing = 25% of 
grade). 

 
▪ Research Paper: One 7-page survey of a current national security topic; there is no briefing 

requirement for the second paper.  This paper is due WEEK 11 (paper = 30% of grade). 
 
▪ Final Examination:  The final exam consists of short essay responses to questions designed for 

you to demonstrate your knowledge of the subject material presented throughout the course.  
The exam will be take-home so that you have opportunity to compose your thoughts more 
coherently without the pressures of a timed, in-class exam. (exam = 30% of grade).  

  
Film Review:  Students will view a feature film during Thanksgiving break that portrays a national 
security event and crisis resolution.  You will be provided instructions for streaming the video via the 
university library.  Students will be expected to demonstrate their knowledge of the themes 
developed in the film during subsequent class discussion. 
 
Class Participation:  Class participation is integral to the success of our learning experience.  
Participation will consist of contributing regularly to thoughtful classroom discussion, including 
discussion of the film, and participating in on-line Blackboard assignments if/when assigned.  Class 
participation will be used to either increase or decrease borderline final grades. 
 
Grades: All work will be issued a letter grade.  Letter grades correspond to the following numerical 
scale, which will be used to compute the final class grade. 
 
 

A 4.00 C 2.00 

A- 3.67 C- 1.67 

B+ 3.33 D+ 1.33 

B 3.00 D 1.00 

B- 2.67 F 0.00 

C+ 2.33   

 
 
Late/Incomplete work: Papers are due on dates specified, at the start of class.  Papers can be 
hand delivered in class, or e-mailed to me prior to the start of class (5:20 pm).  Late work will be 
marked down 1 letter grade per 24-hour period unless the student can document a valid medical 



emergency or family crisis.  Such situations must be brought to my attention before the due date; 
you are free to contact me via phone or e-mail (above).   
 
Classroom Courtesy 
 
Out of respect for your fellow students (and your instructor), please turn off personal communication 
devices while class is in session.  Students are welcome to bring laptop computers to class for note 
taking and class-related work. 
 
Academic Honesty 
 
All students are expected to follow Georgetown’s Honor Code unconditionally. I expect you have 
read the Honor Code material located at www.georgetown.edu/honor, and in particular have read 
the following 4 documents:  
 

• Honor Council Pamphlet  “What is Plagiarism?” 

• “Sanctioning Guidelines”  “Expedited Sanctioning Process.” 
 
Papers in this course are subject to review using turnitin.com.  Submitting material in fulfillment of 
the requirements of this course means that you have abided by the Georgetown honor pledge: 
 
In the pursuit of the high ideals and rigorous standards of academic life, I commit myself to respect 
and uphold the Georgetown Honor System: To be honest in any academic endeavour, and to 
conduct myself honorably, as a responsible member of the Georgetown community, as we live and 
work together. 
 
Violations of the University Honor System, to include plagiarism and other forms of academic 
dishonesty, will not be tolerated and will be brought to the immediate attention of the Honor Council, 
which makes the final ruling in matters of academic dishonesty.  If – and only if - the Council 
determines that a student has violated the honor code, I will mark down the assignment and/or the 
student’s final course grade at my own discretion.  If you have a specific question about academic 
honesty (especially sourcing research materials) please feel free to discuss with me at anytime.  As 
a faculty member, I take my responsibilities seriously in this regard, and I expect students to do the 
same.   
 
Student Disabilities 
 
If you believe you have a disability, you should contact the Academic Resource Center at 202-687-
8354 (arc@georgetown.edu) for further information.  The Center is located in the Leavey Center, 
Suite 335.  The Academic Resource Center is the campus office responsible for reviewing 
documentation provided by students with disabilities and for determining reasonable 
accommodations in accordance with the Americans with Disabilities Act (ADA) and University 
policies. 
 
Readings 
 
The required texts are available at the University bookstore and also at major on-line book retailers.  
They are also in the Lauinger Library general collection.  All supplemental readings will be available 
via Blackboard or handed out by the instructor.  Be sure you have the necessary network accounts 
to access and use the Blackboard system. 
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Required Texts 
 

• Snow, Donald M., National Security (6th ed.), by Routledge, New York, 2017,  
ISBN: 978-1-138-64093-1 

 

• Declaration Of Independence, Constitution Of The United States Of America, Bill Of 
Rights And Constitutional Amendments (CreateSpace Publishing, 2010). 
ISBN-13: 978-1-44140-844-0, ISBN-10: 1-44140-844-4 

 
Class Meetings 
 
1. Introduction (WEEK 1 – SEP 6) 

 
A.  Class Introduction 
B.  Methodology and Approach 
C.  National Security for a New Republic 
D.  Evolution of the American Experience 
 
2.  Global War and Aftermath (WEEK 2 – SEP 13) (3-page paper due) 
 
A.   United States in the 2nd World War 
B.   The (Un) Settlement 
C.   The Global Situation 
D.   Institutions to Respond 
 

• Snow: Chapters 1, 3, and 4 (only pages 81-89) 
 

• Kennan, “The Sources of Soviet Conduct” 
 

• National Security Council Report No. 68 
 
 
3. Nuclear Escalation, and a Conventional Meltdown (WEEK 3 – SEP 20) 
 
A.   Deterrence, and the Triumph of Technology 
B.   Vietnam and National Security Reform 

  
 

• Snow, pages 191-194 
 

• Dulles, State Department Bulletin, Jan 1954 
 

• Eisenhower, Final Address to Nation, 1960. 
 

• Kennedy, Inaugural Speech, 1960 
 

• War Powers Act, 1973 
 
 
4. Ending the Cold War (WEEK 4 – SEP 27) 
 
A.  The Soviet Crisis and Its Aftermath 
B.   Developments in the 1990s 
 

• Snow, pages 94-104 



 

• START 1 Treaty – Executive Summary 
 

• Nunn-Lugar Scorecard 
 

• General Framework Agreement for Peace in Bosnia-Herzegovina (Dayton Peace Agreement) 
Summary, 1995 

 
5.  A New Century; Mass Terror and Other Threats for a New Millennium (WEEK 5 – OCT 4)  
     [5 page paper due; class briefings begins] 
 
A.  September 11, 2001 
B.  Reform in Wartime 
 

• Snow, 107-116 (optional); 117-128 (required) 
 

• 2002 National Security Strategy 
 

• The USA Patriot Act: Preserving Life and Liberty (Dept. of Justice) 
 

• “The Foundation of the New Terrorism”; Final Report of the National Commission on Terrorist 
Attacks on the United States (9/11 Commission Report); Chapter 2. 

 

• Intelligence Reform and Terrorism Prevention Act of 2004 
 
 
6. The Branches of Government (WEEK 6 – OCT 11) 
 
A. Role of the Executive 
B. Role of the Legislature 
C. Role of the Judiciary  
 

• Snow, pages 138-147 
 

• Edwards, George C., and Wayne, Stephen J, “Presidential Leadership: Politics and Policy 
Making”, pgs. 475-495 

 

• The Constitution of the United States 
 
7.  The Means of Implementing Policy – Part 1 (WEEK 7 – OCT 18) 
 
A.  Diplomacy and the State Department 
B.  The Defense Establishment 
 

• Snow, pages 171-188 
 

• “National Security and Nuclear Weapons in the 21st Century”, Departments of Energy and 
Defense, 2008. 

 

• “Summary Performance and Financial Information, Fiscal Year 2009”, Department of Defense, 
Feb 15, 2010 

 

• Combatant Command Areas of Responsibility (chart) 
 

• “National Defense Strategy – 2008”, Department of Defense, June 2008. 



 
 
 
8.  The Means of Implementing Policy – Part 2 (WEEK 8  -- OCT 25) 
 
A.  National Intelligence Community 
 

• “The National Intelligence Strategy of the United States of America”, Office of the Director of 
National Intelligence, 2014 

 

• “2009 National Intelligence: A Consumer’s Guide”, Office of the Director of National Intelligence 
 

• Office of the Director of National Intelligence – Organization Chart 
 
 
9.  Russia and China (WEEK 9  -- NOV 1) 

 
A. Russia 
B. China 
 

• Thompson, Drew, “Think Again: China’s Military”, Foreign Policy, Mar/Apr 2010, pg. 86. 
 

• “Military and Security Developments Involving the People’s Republic of China -2010”, Annual 
Report to Congress, Office of the Secretary of Defense, 2010. 

 

• Medeiros, Evan S., “Is Beijing Ready for Global Leadership?”, Current History, Sep 2009, pg. 
250. 

 

• Bartles, Charles K., “Getting Gerasimov Right”, Military Review, Jan-Feb 2016 
 

• Treisman, Daniel, “Why Putin Took Crimea”, Foreign Affairs, May-Jun 2016 
 

• ODNI, Intelligence Assessment of Russian activity in the US Election, Dec 2016. 
 
 
 
10.  Technology Proliferation and Weapons of Mass Destruction (WEEK 10 – NOV 8) 
 
A. Nuclear, Chemical and Biological technologies 
B. Transshipment networks 
C. The Iran Situation 
  
 
Snow, pages 195-202 
 

• Cirincione, Wolfsthal and Rajkumar, “Deadly Arsenals: Nuclear, Biological and Chemical 
Threats”, Chapter 1. 

 

• Gerstein, Daniel M., “Bioterror in the Age of Biotechnology”, Joint Forces Quarterly, Issue 57, 2nd 
Quarter 2010. 

 
 
11.  International Terrorism (WEEK 11 – NOV 15); [7 page paper due] 
 
A. Characteristics of 21st Century Terrorism 



B. The Roots of al-Qaida 
C. Policy Options 
 
Snow, Chapter 10 
 

• “Trends in Global Terrorism - Declassified Key Judgments of the National Intelligence Estimate”, 
National Intelligence Council, April 2006 

 

• “Profiling the Islamic State”, Brookings Doha Center Analysis Paper, Brookings Doha Center, 
No. 13, November 2014. 

 

• Harrison, Ross; “Confronting the Islamic State: Towards a Regional Strategy Contra ISIS, 
Parameters, 44(3), Autumn 2014. 

 
 
12.  (WEEK 12 – NOV 22) 
 

• Film Study 
 
13.  The Cyber Crisis (WEEK 13 – NOV 29) 
 
A.  Does Network Security = National Security? 
B.  A multitude of actors 
C.  An emerging national response 
 

• Thomas, Timothy L., “Nation-State Cyber Strategies: Examples from China and Russia”, in 
Cyberpower and National Security, Chapter 20. 

 

• “Obama Outlines Coordinated Cyber Security Plan”, New York Times, 29 May 2009 
http://www.nytimes.com/2009/05/30/us/politics/30cyber.html 

 

• “National Military Strategy for Cyberspace Operations”, US Department of Defense, November 
2006. 

 
14.  Review – the National Security Strategy (WEEK 14 – DEC 6) 
 

• Class Review and preparation for the final exam essays. 

• Essays are take-home; hand-in on Dec 13. 
 
15. Class Activity (WEEK 15 – DEC 13) 
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